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How is protection achieved?

« There are seven guiding principles:
+ 1. That Data be acquired lawfully, fairly and transparently.

« 2. Thatits use be limited to the purpose for which it was acquired.
* 3. That the processing /use of that Data be minimised.

* 4. That the Data is accurate and current.

+ 5. That the Data be retain for only such period as is necessary.

+ 6. That the Data is safe from third party or unauthorised use.

+ 7. That the Data Controller/ Processor is accountable/ Liable.
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Proactivity

« - GDPRrequires action.

*In:

« - Acquiring, handling, retaining Data.

« - Responding to a subject access request— obligatory to respond
within 30 days.

« - Reporting the the Data protection Commissioner (DPC) any breach
within 72 hours.
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How do we meet our obligations

+ Each Club must recognise their obligation and take active steps to ensure
compliance .

« Suggested steps:

« - Appoint a GDPR Secretary.

+ Adopt policies, including handling of Data requests and breach.
« - Inform the members of obligations.

+ - Make GDPR an agenda item at monthly meetings.

* - Recognise and use the club officer structure to investigate, evaluate and
report.

* - Review.
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District and Zone

« Itis important that District does not assume the legal responsibility
for compliance required by each club. District can assist by
highlighting vigilance..

« Suggestions:

« 1. Require Clubs to include a GDPR compliance statementin their
Zone reports.

« 2. Identify issues and problems (if any).
« 3. Report on action taken.
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Individual Clubs

* GDPR for Clubs— A General overview.

+ Personal Datais generally acquired relating to :
* A. Members.

* B. Services.
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Who

* Whose Data is collected
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What
* What data, nature and type.

+ General, or

« Special Category Personal data—indl; Racial , ethnic, political,
religious  philosophical beliefs, TU membership , criminal record/
proceedings, sexual life or orientation), and health (physical or
mental)
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WHY
« The legal basis for collecting the data:

« Of the six possible bases under GDPR the two that are predominantly
relevant for Lions Clubs are:

* Consent or Legitimate Interest.

« Note: explicit consent must be obtained where Special Category
Personal Datais involved.
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How

* How the datais :
* - obtained.
* - used.
* - stored.
* - secured.
* - shared.




image14.png
When

« - how long is the data retained?
« - how s it accessed?

« - Howis it retrieved?

« - How s it corrected?

« - Whenis it destroyed?
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ASSESS

+ Key question:

+ Does the DATA constitute personal Data for the purpose of GDPR.

+ Does the taking or the nature of the DATA taken offend or breach the
Data subject’s human Rights, Dignity or Privacy.

« IfYes, does the Purpose (Why) justify the taking / use (processing) of
the Data?
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GDPR

Lions of Ireland — District 133 — Convention 2019 - Kinsale
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Guiding Principles
« Protection, Transparency, Minimalisation, Accountability.

* About:

« Data Subject ~Any individual to whom data relates, or by which an
individual can be identified.

« Data— Any informationin any format, digital, analogue, or hard copy,
relating to an individual or by which an individual can be identified.

* The basis on which Data s obtained.
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Legal Bases for processing Data

« Processing of Data must be based on one or more of the following:
+ 1. Consent

« 2. Required for performance of contract

« 3. Compliance with legal obligation.

« 4. Protection of Data Subject.

« 5. Performance of a taskin public interest.

« 6. Pursuitof legitimate interest.




image4.png
The legal Basis
« The basis for Lions Clubs:
« A. Consent, or

* B. Legitimate Interest




